Confidentiality policy
Your privacy
[bookmark: _GoBack]INSUNRISE Inc (hereafter referred to as Company) seeks to protect insunrise.com, insunrise.ru and other domains owned by the company (hereafter referred to as Sites) user privacy. We serve to protect your privacy, limit the transfer of personal data. We implement technical safeguards and observe necessary security protocols, complying with privacy standards in our new online services. To this end, we would like you to have a clear idea of how we use personal information you provide to us, or will provide in the future.

Individual user information
INSUNRISE Inc services assume that in some cases when undergoing assessment on Company Sites, and in correspondence with the Company, users must enter personal information. Company uses this information for identification and communication purposes, as well as to display information in individual reports received upon assessment. This information, along with current evaluation results, is sent to INSUNRISE Customers or ASD Program Users (hereafter referred to as Program), hosted on Company server(s) and is used to process data obtained during assessment.
Company is not responsible for the use of this information by Company Customers or Program Users. We deliver this information to Customer authorized personnel or directly to Customers, who may be either individuals, legal entities or both, who require a unique user name and password or access key code (individual unique alphanumeric combination) (hereinafter Key) for all Customers and Users.
We do not under any circumstances transfer, sell or trade, or lease to any person or legal entity information about personal data transferred to the Company.
Company is not responsible for disclosure or dissemination of personal data provided, if this information has been published and is freely available and/or is not top secret.  In the event that this information is requested by competent authorities of the Russian Federation in accordance with the legislation of the Russian Federation, it will not be refused.
Company Sites may contain forms for users and potential customers requiring them to enter certain information. These forms typically request contact information (such as phone or email), unique identifiers (such as username and password), or financial information (such as credit card numbers through one of the official payment systems, subject to all security protocols, and only with the consent of the User or Customer). This contact information may be used to inform you about products, services or promotions.
We may also conduct surveys or run promotions or contests in which information may be collected and used to conduct them. Users may opt out of receiving these messages by selecting the appropriate option during account setup or modification (if this method is used in principle. Company has an anti-spam policy).
We also reserve the right to compile and use the data we collect for research, product development and statistical analysis purposes. Data of this nature is used only in for formative and summative purposes and does not reveal the identity of any person.

Disclosure to external partners
If Company provides client information to a third party, this is done in aggregate form and is used for product development, research or statistical analysis. The information provided is impersonal, devoid of all confidential data. Information may be grouped together in a set of response arrays, for example, to obtain statistical conclusions.


Internet information collection
Our website can read IP addresses, browser type and version, device type and version from which the Program has been accessed, the user's switch domain, and the operating system of the computer when the user accesses the site. IP addresses may in some cases contain personal information. We use this information to diagnose problems with our server and to administer our website. IP addresses and other similar information may also be used to collect demographic information — information not associated with any particular person and is anonymous.

Cookies
In order to use our site(s), Users and Customers must accept "Cookies" (these are small data files that some websites record) on the User's hard drive during visits to ensure subsequent quick access). Cookies track information about which website pages the user visits. This information will be used to improve the experience of using the site, providing content according to individual user preferences. Users can accept or decline the use of cookies, or set a notification about the use of cookies by configuring browser settings.

Security
When a User pays for a tool or places an order on the site, personal information and credit card details are processed and encrypted on secure servers using industry standard SSL encryption. SSL is an abbreviation of Secure Sockets Layer, a Protocol developed by Netscape for transmitting sensitive documents over the Internet.

Links to other websites
Company Sites may contain links to third-party websites. We are not responsible for the privacy practices of such sites. Please note that we cannot be held responsible for personal information that you voluntarily disclose to third parties.

Summary
Company is committed to protecting our customer privacy. We use the information collected on our Sites to improve our products, improve the convenience of our services and programs, and for research. By using our Sites, you consent to the collection and use of information by Company. We may change our privacy policy from time to time. That said, we will always inform you by posting such changes on this page. You will always be aware of what information we collect, how we use it and the circumstances under which we disclose it.
Contacts
Please feel free to contact us if you have any questions or comments about privacy. Please send any comments or suggestions by e-mail to info@insunrise.ru


